
Protecting your business, data and customers from cyber threats requires a robust 
firewall that shields you from malicious threats and malware. Vocus Managed 
Firewall series provides scalable and intelligent network protection from these 
threats – whether you’re a small business or a large enterprise.

Backed by a fully-managed service, our Managed Firewall series ensures consistent 
protection as you grow, helping meet rising demands from regulators, insurers and 
customers in an evolving threat environment.

Continuous threat protection 
and intelligence for 
businesses of all sizes.

Managed Firewall series 

For small to medium-sized 
business or non-critical 
operations, this solution provides 
affordable, wide-ranging security. 

	• Only for Vocus Internet access 

	• URL filtering  

	• SSL certificate inspection 

	• Application control 

	• Anti-virus

	• Fixed monthly pricing 

	• FortiGate® hardware

All the features of Business Shield, 
plus 24/7 remote monitoring and 
threat detection from Australia-
based security analysts. 

	+ Intrusion prevention system 

	+ Immediate remote patching 

	+ Local Security Operations Centre  

	+ SLA response times to threats 

	+ Advanced reporting

	+ Flexible OPEX pricing 

	+ FortiGate® hardware 

Tailored for larger organisations and 
critical operations, our most advanced 
security features help protect complex 
network environments. 

	+ Internet access agnostic

	+ Deep packet inspection 

	+ Portal for real-time analytics 

	+ SD-WAN ready 

	+ Continuous threat intelligence updates

	+ Advanced reporting  

	+ Industry-leading Fortinet platform

Business 
Shield

Business 
Guard

Enterprise 
Guard

Built to scale. Designed to secure.

Visit vocus.com.au/managed-firewall Call 1300 889 988

https://www.vocus.com.au/enterprise/collaboration/cloud-comms/vocus-collaborate-zoom
https://www.vocus.com.au/managed-firewall
https://www.vocus.com.au/enterprise/collaboration/cloud-comms/vocus-collaborate-zoom


Don’t settle on any firewall. Take the first step to better cybersecurity.
We’ll tailor and manage a solution from the Vocus Managed Firewall series to help you protect your 
business and customer data and ensure your business operations continue. 

Visit vocus.com.au/managed-firewall Call 1300 889 988

From design and implementation to 
ongoing management, Vocus takes 
care of it all — so you can stay secure 
and focused on what you do best.

Advanced features all together.
Consolidate multiple services including anti-virus, 
web filtering, malware protection and remote 
monitoring in one managed package.

Remote monitoring
Proactive monitoring from our Australian-based 
Security Operations Centre (SOC). SOC analysts 
delivers fast detection and response to security 
incidents, minimising risk and downtime.  

Automated reporting
Make informed decisions to deliver more secure 
outcomes with regular, automated reporting on 
threat activity, bandwidth usage, policy compliance 
and more.  

Next-generation hardware 
Protect against cyber threats with next-generation 
capabilities including intrusion prevention, anti-
malware and application control. Powered by leading 
FortiGate® technology from Fortinet.

Managed support¹
Our dedicated Australian-based technical support 
team assist with any issues or concerns. 

1 8x5 coverage on Business Shield & Business Guard; 24/7 coverage on Enterprise 
Guard.

Centralised management
Gain full visibility into your network activity in a 
single, intuitive interface.

Unified integration2
Seamlessly integrate firewall protection with existing 
Vocus services such as SD-WAN and IP-WAN. 
Strengthen your overall network security posture 
and simplify vendor management. 

2 Only eligible for Enterprise Guard.

How a managed firewall 
works and its vital role in 
any cybersecurity strategy. 
A managed firewall monitors and controls  
incoming and outgoing network traffic to help block 
unauthorised access and potential attacks in  
real-time. Working with a partner to manage 
your firewall enables you to leverage the latest 
expert knowledge, tools, people and frees up 
internal resources and capital expense. Choosing 
an enterprise-grade firewall lays the foundation 
for a strong cybersecurity posture and future 
advancements into SD-WAN, SASE and MDR.
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